IBFB Journal of Business, Finance, and Banking
E-ISSN: 3109-7103
Vol 1, No 1, July 2025
https://journal.perbanas.id/index.php/jbfb

Digital Resilience and Financial Stability: Rethinking the
Strategic Role of FinTech, AIl, and CBDC in Indonesia and
Emerging Economies

Wiwiek Prihandini?, Siti Safaria®
“b. Perbanas Institute, Jakarta, Indonesia
wiwiek@perbanas.id

ABSTRACT

In the era of accelerating digital transformation, financial systems in emerging
economies face a dual challenge: harnessing the potential of innovation while
safeguarding systemic stability. This paper examines the strategic role of Financial
Technology (FinTech), Artificial Intelligence (Al), and Central Bank Digital Currency
(CBDC) in enhancing financial resilience and ensuring macroprudential stability, with a
particular focus on Indonesia as a leading example of digital financial integration in the
Global South. Drawing on comparative policy analysis, global regulatory trends, and
Indonesia's policy innovations—such as the Quick Response Code Indonesian Standard
(ORIS), Bank Indonesia’s Garuda Project, and the Financial Services Authority’s (OJK)
regulatory sandbox—this study proposes an integrative framework that links digital
innovation with governance architecture and institutional readiness. The findings reveal
that while FinTech accelerates inclusion, Al enhances predictive supervision, and
CBDCs improve monetary control, their effectiveness depends on adaptive regulation,
cross-sectoral coordination, and data governance. The paper also highlights the risks of
regulatory fragmentation, algorithmic bias, and digital inequality if innovations outpace
institutional preparedness. In response, the study outlines policy recommendations
centered on principle-based supervision, digital financial resilience strategies, and
ethical frameworks for Al and CBDC. Theoretically, this research contributes to the
evolving discourse on digital-era macroprudential governance; practically, it offers a
roadmap for policymakers to build robust, inclusive, and sovereign financial ecosystems.
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1. INTRODUCTION

In an era of accelerating digital transformation, financial systems in developing
economies face a dual challenge: leveraging technological innovation to promote
equitable access and financial inclusion, while simultaneously safeguarding systemic
stability and macroprudential resilience. The structural disruptions brought about by
digitalization have fundamentally reshaped economic and financial landscapes,
displacing conventional business models, expanding the influence of non-bank entities
such as FinTechs and BigTechs, and introducing new financial infrastructures based on
artificial intelligence (Al), big data analytics, and central bank digital currencies
(CBDCs).

The emergence of digital platforms has enhanced the efficiency of financial
intermediation, broadened access to microfinance, and reduced transaction costs.
However, these advances have also introduced new risks, including data concentration
among a few dominant digital actors, opaque algorithmic decision-making, cybersecurity
threats, and regulatory fragmentation as digital-native financial entities operate beyond
the reach of traditional supervisory frameworks. The OECD (2024) highlights the
immense productivity potential of digitalisation but warns that, in the absence of
appropriate risk mitigation policies, rapid and uneven technology adoption may amplify
systemic vulnerabilities. Similarly, the IMF (2025) raises concerns about digital
contagion, inadequate cross-platform oversight, and the absence of universal Al
governance standards, all of which could threaten fiscal stability and public trust in formal
financial systems.

The tension between innovation and stability constitutes a strategic policy dilemma.
On one hand, financial innovation is celebrated as a catalyst for inclusion and a driver of
economic growth, particularly in developing economies. On the other hand, the rapid
expansion of digital entities and financial products, outpacing regulatory capacity, has
generated a systemic mismatch between risk complexity and supervisory readiness. It is
within this context that the concept of digital financial resilience, the capacity of financial
systems to adapt to and withstand digital disruptions, whether technological, regulatory,
or social, gains increasing relevance and strategic importance.

Indonesia offers a compelling case of a developing country navigating this
transformation. Over the past decade, Indonesia has made significant strides in digital
finance through initiatives such as the nationwide implementation of QRIS (Quick
Response Code Indonesian Standard), the Central Bank’s Project Garuda (CBDC), and
regulatory sandboxes introduced by the Financial Services Authority (OJK). Despite this
progress, considerable challenges remain. The OECD (2024) points to persistent gaps in
fixed broadband penetration, disparities in digital adoption across formal and informal
sectors, and between urban and rural areas. The World Bank (2021) similarly notes a
widening gap in financial access as FinTechs increasingly target digitally literate users,
leaving marginalized populations behind in the evolving digital ecosystem.

Beyond infrastructure and governance challenges, Indonesia faces structural issues
such as low digital financial literacy, weak personal data protection frameworks, and
fragmented institutional coordination. As financial inclusion initiatives expand, the rise
of online lending without adequate risk analysis raises the threat of overexposure and
household vulnerability. This prompts a critical question: to what extent is the digital
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transformation of the financial sector actually enhancing systemic resilience, or merely
introducing new forms of fragility?

Against this backdrop, the present article seeks to reassess the strategic role of
FinTech, Al, and CBDC in strengthening digital resilience and financial stability in
Indonesia and comparable emerging economies. The analysis focuses on three key
objectives:

1. To identify systemic opportunities and risks associated with digital financial
expansion;

2. To evaluate regulatory and institutional responses at both domestic and global levels;
and

3. To propose a conceptual and principle-based governance framework that aligns
innovation, regulation, and financial system stability.

From an academic perspective, this article contributes to the growing literature on
digital financial resilience and its macroeconomic implications by integrating
multidisciplinary approaches from financial technology, institutional economics, and
digital risk governance. From a practical standpoint, it presents a comparative analysis of
case studies from India (UPI), Brazil (Pix), Kenya (M-Pesa), and China (e-CNY),
providing valuable insights for designing adaptive and accountable digital governance
models.

The structure of this article is as follows: Section 2 presents a literature review and
analytical framework, including theoretical foundations of digital resilience, the risks and
opportunities posed by FinTech, Al, and CBDC, and the development of a conceptual
model for digital macroprudential policy. Section 3 outlines the research methodology,
which combines a qualitative-descriptive approach with secondary data and selected case
studies. Section 4 offers an in-depth analysis of Indonesia’s digital landscape, institutional
and regulatory challenges, and the strategic role of digital innovation in supporting
financial stability. Section 5 summarizes the key findings and offers policy
recommendations for strengthening digital financial resilience in Indonesia and other
emerging economies.

By positioning digital resilience as a central pillar in the design of future financial
systems, this article aims to contribute substantively to the formulation of strategic
policies toward a secure, inclusive, and sovereign digital economy.

2. LITERATURE REVIEW

This section presents a critical review of relevant literature to understand how
digital innovations in the financial sector—particularly Financial Technology (FinTech),
Artificial Intelligence (Al), and Central Bank Digital Currency (CBDC)—relate to the
concepts of systemic resilience and financial stability in developing countries. The review
explores both conceptual dynamics of risks and opportunities arising from technological
disruption and synthesizes global experiences from countries that have implemented
digital financial transformation. Furthermore, this section introduces a conceptual model
of digital resilience architecture that bridges technological innovation, adaptive
governance frameworks, and institutional capabilities, laying the groundwork for the
policy analysis in subsequent chapters.
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2.1 Financial Innovation and Systemic Resilience

The digital transformation of the financial sector has not only introduced new forms
of innovation but has also intensified the need to build systems resilient to systemic risks.
Financial innovations enabled by technologies such as FinTech, Al, and CBDC have
expanded the reach of financial services, enhanced the efficiency of intermediation, and
strengthened monetary policy transmission. However, these innovations have also
introduced new complexities that may erode the financial system’s capacity to withstand
global shocks and internal pressures.

FinTech, as the most salient manifestation of digital disruption, has accelerated
financial inclusion through mobile applications, peer-to-peer lending platforms, and
digital wallets. Yet, many FinTech entities operate outside traditional regulatory
perimeters, raising the risk of fragmented supervision and hidden interconnections that
could magnify crisis contagion (FSB, 2024; OECD, 2024). Al increasingly embedded in
automated financial decision-making—from credit scoring to algorithmic trading—has
improved precision and speed, but simultaneously exacerbates risks such as herding
behavior, market volatility, and ethical concerns surrounding algorithmic governance
(Svetlova, 2022).

Al also poses systemic threats through reliance on homogenous data-trained
models, which could fail catastrophically if they misinterpret market signals. In a scenario
akin to the 2008 global financial crisis, widespread deployment of Al agents might have
intensified systemic deterioration due to uniform decision-making and limited regulatory
oversight (BIS, 2024). The Financial Stability Board (2024) has further warned that Al-
driven finance could generate third-party concentration risks and elevate vulnerability to
sophisticated cyberattacks, with direct implications for financial stability.

CBDC, as a transformative monetary innovation, offers both opportunities and
challenges. On the one hand, CBDCs can enhance financial inclusion, improve payment
system efficiency, and reinforce monetary sovereignty. On the other hand, their large-
scale implementation may disintermediate commercial banking, intensify liquidity risks
during crises, and potentially trigger digital bank runs without sufficient safeguard
mechanisms (Rizwan, 2025). These risks are particularly acute in developing countries
where technological regulatory frameworks remain nascent.

Importantly, resilience is not merely the capacity to absorb shocks, but also the
ability to adapt to evolving dynamics, mitigate digital inequality, and sustain the
functional integrity of financial services. In this regard, building systemic resilience
requires attention to three dimensions: (1) structural vulnerabilities stemming from
dependence on highly centralized technological infrastructures; (2) market dynamics
shaped by asymmetrical information and opaque decision models; and (3) institutional
weaknesses in proactively supervising digital-native financial entities (OECD, 2023;
IMF, 2025).

The contemporary literature emphasizes two interrelated approaches to fostering
systemic resilience: micro and macro levels. At the micro level, enhancing digital
financial literacy, consumer protection, and public participation in financial decision-
making can bolster household and small enterprise resilience (ADBI, 2020; Sethi, 2025).
At the macro level, strengthening supervisory authorities’ capabilities—particularly
through real-time, data-driven oversight and principle-based regulatory frameworks—is
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crucial to identifying and managing complex risks emerging from the interplay of
technology, markets, and human behavior (FSB, 2024).

In Indonesia, the digital finance ecosystem has undergone promising reforms, such
as the national deployment of QRIS, the launch of Bank Indonesia’s Project Garuda
(CBDC), and the regulatory sandbox initiated by the Financial Services Authority (OJK).
Nevertheless, major challenges persist in harmonizing cross-sector regulation, ensuring
technological interoperability, and addressing digital divides between urban and rural
populations. The World Bank (2021) notes that digital inclusion remains largely
exclusive, particularly among marginalized communities that lack access to
infrastructure, digital literacy, and social networks necessary to benefit from digital
services.

Taken together, these dynamics underscore the need for a digital financial resilience
architecture that is not only reactive but also proactive, participatory, and adaptive to the
rapid and complex nature of ongoing disruptions. Without such an architecture, financial
innovation—while intended as a solution—may instead become a source of dysfunction
and systemic instability, ultimately jeopardizing long-term development.

2.2 Global Experiences in Digital Financial Transformation

The digital transformation of financial systems globally has given rise to a range of
public innovation models that have expanded financial access, reduced transaction costs,
and enhanced the transparency and efficiency of national payment systems. Over the past
decade, developing countries have played a pivotal role in demonstrating how
contextually grounded technological solutions can foster adaptive governance and bolster
systemic resilience. Five case studies—Brazil, India, Kenya, China, and Indonesia—offer
valuable lessons on the interplay between innovation, regulation, and financial inclusion.

Brazil launched Pix in November 2020, an instant payment system developed by
the Central Bank of Brazil (BCB). Pix was designed to be universal, free of charge for
end users, and available 24/7 with near-instant settlement. Uniquely, Pix is not a privately
owned platform but a publicly operated digital infrastructure that allows wide
participation from banks, FinTech firms, and non-bank financial institutions.

Pix's implementation was part of a broader fiscal and monetary digitalization
strategy. Within two years, Pix had reached over 140 million individuals and more than
13 million businesses (IMF, 2023; BIS, 2022). Beyond replacing cash and card
transactions, Pix has supported fiscal reforms by improving transaction traceability,
accelerating social assistance delivery, and integrating the informal sector into the
national payment ecosystem (Sampaio, 2024; Schapiro, 2023). Its open design and
interoperability have been critical success factors, backed by robust institutional capacity
to build technology, enforce standards, and facilitate active multi-stakeholder
engagement. The BCB also established a responsive regulatory framework to ensure user
growth aligned with system stability.

India introduced the Unified Payments Interface (UPI) in April 2016 through the
National Payments Corporation of India (NPCI). Designed as an open protocol, UPI
enables real-time interoperability among banks and mobile applications, including
Google Pay, PhonePe, and Paytm. The platform is supported by Aadhaar (India’s digital
ID system), the Jan Dhan financial inclusion initiative, and mobile number seeding
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programs, ensuring outreach to the poorest segments of the population. UPI’s success lies
in its ability to integrate proactive regulation, public digital infrastructure, and aggressive
private sector adoption, making it one of the most successful digital payment systems
globally. By 2022, UPI processed over 90 billion transactions, capturing more than 70%
of India’s digital payments market (BIS, 2024).

The architecture of UPI illustrates that state-owned digital infrastructure can serve
as a powerful foundation for financial transformation—provided it is built on principles
of openness, security, and reliability. The state, in this context, acts not as a competitor
but as an enabler of innovation.

Kenya pioneered digital finance through M-Pesa, a mobile money service launched
by Safaricom in March 2007. M-Pesa provided formal financial access to millions of
previously unbanked individuals. Based on USSD and SIM toolkit technology, users can
send money, pay bills, save, and even access microloans. The success of M-Pesa lies not
just in technological simplicity but in its responsiveness to local needs. Its low-tech and
trust-based approach complemented the rural social and economic infrastructure that had
long been marginalized (Ndung’u, 2021; Wachira, 2023).

A critical enabler was Kenya’s progressive yet flexible regulatory stance. The
Central Bank of Kenya permitted limited market experimentation before establishing
final standards. The government supported M-Pesa’s growth without stifling early-stage
innovation, making it a model for sandbox-based policies in advancing digital inclusion.

The People’s Bank of China (PBoC) began developing a national digital currency
(e-CNY) in 2014, launching its public trials in cities like Shenzhen and Suzhou in 2020.
e-CNY 1is the world’s first CBDC to undergo large-scale testing, featuring offline
payment functionality, programmable features, and a two-tier distribution model (PBoC
— commercial banks — end users). Its primary objectives include enhancing monetary
policy effectiveness, reducing reliance on private platforms like Alipay and WeChat Pay,
and countering global system dominance by SWIFT. Over 260 million digital wallets
were opened during the pilot phase by 2023 (Heng Wang, 2021; Lyu, 2023).

While promising in terms of efficiency and control, e-CNY faces significant
challenges regarding data privacy, user adoption, and interoperability with existing
payment ecosystems. Nonetheless, from a design standpoint, it represents the most
systematic and strategic digital currency experiment globally.

Indonesia initiated a significant leap in payment system transformation with the
launch of QRIS (Quick Response Code Indonesian Standard) in 2019, as part of the 2025
Indonesian Payment System Blueprint. QRIS consolidates various QR codes from banks
and FinTech providers into a unified system, enabling MSMEs and informal users to
access digital payments without technical barriers. At the macro level, Bank Indonesia
has also developed Project Garuda, a multi-phase initiative to design and implement the
Rupiah Digital as the national CBDC. Since 2021, public documents have outlined the
exploratory phase, and Indonesia continues to draw on international experiences to define
the role of the Rupiah Digital in supporting monetary stability and payment system
efficiency.

Complementing these efforts, the Financial Services Authority (OJK) has
introduced a regulatory sandbox to allow FinTech innovations to be tested under flexible
but controlled supervision. This is particularly crucial given the rapid growth of peer-to-
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peer lending and other digital financial services operating outside traditional oversight
frameworks. Despite considerable progress, Indonesia still faces substantial challenges,
including low digital literacy, disparities in internet access in remote (37T) regions, and
fragmented institutional coordination in data governance and information systems. If
strategically leveraged, Indonesia’s experience could evolve into a hybrid model that
balances state-led innovation with inclusive private sector participation, offering a
valuable roadmap for other developing economies.

Figure 1 shows a comparison of five national digital payment systems based on
their developers, launch year, main objectives, and characteristics.

National Digital Payment Systems

System Country Launch Year Key Features
- = : « Public digital infrastructure
Pix L.‘ Brazil 2020 « Operated by Central Bankof Brazil
« 24/7 instant payments free for end-users

« Real-time interoperabile interface

UPI = Ndia 2016 for banks and fintechs
« Integration with Ahaa Jan Dhan initiatives
M-Pesa E Kenya 2007 « Mobile money platform

« Underbanked for undeanked populations
Transfers, paymerits, payments, loans

e-CNY China Pilot in pk. + Central Bank Digital Currency (CBDC)
2020 « Two-tier functionality, offiine and progra
QRIS / S |onesia 2019 « Standardized QR code for payments

« Part of Payment System Bluepuint 2025

Proyek Garuda %
« Development of CBDC Digital Rupiah

Figure 1. Five digital payment systems (synthesis from references)

2.3 Conceptual Model — Digital Financial Resilience Architecture

The transformation of financial systems in the digital age has given rise to dynamic,
complex, and often unpredictable ecosystems. In this context, a Digital Financial
Resilience Architecture (DFRA) is not merely a framework for preventing disruption—it
is an adaptive system designed to respond to and recover from systemic pressures
stemming from technological innovation, global economic uncertainty, and emerging
digital risks such as cyberattacks, algorithmic failures, and system interoperability
breakdowns.

Resilience in modern financial and economic systems refers to the ability of a
system to absorb shocks, maintain its critical functions, and adapt or recover swiftly from
major disruptions (Rose, 2004; Capoani et al., 2025). In a digital framework, resilience
involves the capacity of financial systems to: (a) manage technological uncertainty, (b)
maintain public trust in payment systems, and (c) preserve liquidity stability and the
effectiveness of monetary transmission mechanisms (see OECD, 2023, 2024; FSB, 2024,
BIS, 2024; Rizwan, 2025; IMF, 2025; World Bank, 2021). This perspective is further
enriched by an ecosystemic approach (Badea et al., 2021), which views the
interconnections among actors—banks, FinTech firms, monetary authorities, and users—
as a complex adaptive system that must be governed through collaborative and systemic
coordination.
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Designing a robust Digital Financial Resilience Architecture requires a systemic
approach encompassing six core elements:

1. Resilient Digital Financial Infrastructure, which includes national payment systems,
digital identification frameworks, and inter-institutional data connectivity that
ensures interoperability, availability, and reliability of digital financial services
(UNDP, 2022; ITU-T, 2019).

2. Principles of Adaptive Governance, emphasizing risk-based supervision, enhanced
regulatory capabilities for emerging technologies such as Al, and responsive policies
addressing system failures and information asymmetries (OJK, 2021; FSB, 2024).

3. Digital Ecosystem Connectivity, referring to the integration of formal and informal
financial service providers, e-commerce platforms, and technology aggregators to
support accessibility and inclusion (Badea et al., 2021; Pashkov, 2021).

4. Consumer Literacy and Protection Capabilities, representing the social dimension of
resilience by equipping users to protect themselves from data misuse, algorithmic
manipulation, and digital debt traps (ADB Institute, 2020; Maheswar Sethi et al.,
2025).

5. Response Capacity to Technological Disruptions, including cybersecurity resilience,
redundancy of IT systems, and coordinated response mechanisms among authorities
in the event of digital financial emergencies (Tarnveer Singh, 2025).

6. Principle-Based Regulatory Frameworks, which prioritize goal-oriented rather than
rigid rule-based regulation to foster innovation without compromising system
stability (Capoani et al., 2025; OJK, 2021).

Building upon these elements, the conceptual model of DFRA can be understood
as an “adaptive collaborative system” operating across three interlinked architectural
layers: (1) digital infrastructure, (2) policy and governance mechanisms, and (3)
socioeconomic user capabilities. These layers are mutually reinforcing through feedback
loops, with the core objective being to ensure the system’s ability to:

o Absorb technological and market shocks;

o Adjust governance and supervisory strategies in response to innovation dynamics;

o Recover swiftly and efficiently from systemic disruptions; and

e Transform into a more inclusive and crisis-resilient digital financial system.

This model is underpinned by the principle of an interconnected yet autonomous
digital financial ecosystem, where data providers, technology actors, and regulators
collaborate in shaping a “resilient-by-design” architecture (Leonardo Badea et al., 2021;
Alliance for Financial Inclusion, 2024).

Within this framework, Indonesia and other emerging economies are encouraged to
adopt a long-term strategic approach that integrates the principles of inclusion, integrity,
interoperability, and innovation into a cohesive regulatory architecture. Financial
authorities should enhance Al-based early warning systems, expand digital financial
literacy among vulnerable populations, and establish rapid response units to manage
systemic incidents arising from technological failures.

These initiatives can be supported through multi-stakeholder collaboration among
regulators, financial institutions, technology firms, academia, and civil society in
developing a Digital Financial Resilience Playbook—a flexible guide to help navigate
future disruptions and strengthen national readiness for the digital financial era.
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Conceptual Model: Digital Financial
Resilience Architecture

RESILIENT INFRASTRUCTURE ADAPTIVE
DIGITAL FINANICL GOVERNANCE
INFRASTRUCTURE PRINCIPLES

POLICY
& GOVERNANCE

[ \

ABSORB SOCIOECONOMIC pecover

CAPABILITY

POLICY & GOVERNANCE

CONNECTIVITY LITERACY &
OF DIGITAL CONSUMER

ECOSYSTEM RESPONSE TO PROTECTION
TECHNOLOGICAL
DISRUPTION

Figure 2. Conceptual model of Digital Financial Resilience Architecture
(sinthesis from related references)

The “Conceptual Model: Digital Financial Resilience Architecture” illustrates a
systemic framework that depicts how digital financial system resilience is constructed
through the integration of socioeconomic capabilities, adaptive public policies, and robust
digital infrastructure.

At the core of the model lies the element referred to as “Socioeconomic Capability”,
representing the capacity of individuals, institutions, and economic actors to actively
absorb, adjust to, and recover from pressures or disruptions—whether technological or
economic in nature. This capability forms the foundational pillar that sustains the
continuity and functionality of financial systems in the digital era. Encircling this core is
the “Policy & Governance” layer, which underscores the vital role of regulators,
policymakers, and financial institutions in shaping regulatory frameworks, supervisory
mechanisms, and systemic response capacities. Adaptive policy design and responsive
governance enable financial systems to evolve, learn from past crises, and prepare for
emerging threats.

Extending from the governance circle are three interrelated functional domains:
absorb, recover, and an implicit third function—adapt/transform—which is symbolized
by the systemic rotation embedded within the model. These functions convey that
resilience is not merely about endurance; it involves an active process of recovery and
transformation in the aftermath of disruption. Surrounding these central elements are six
external components that represent critical enablers and contributors to the digital
resilience ecosystem. At the top of the model lies “Resilient Digital Financial
Infrastructure”, which encompasses the technological backbone, secure payment systems,
and reliable data networks that support the integrity of digital finance. Adjacent to this is
“Infrastructure” in the broader sense, including internet connectivity, national digital
identification systems, and ancillary support mechanisms.
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On the upper right, the component labeled “Adaptive Governance Principles”
reinforces the notion that financial regulations must remain agile—capable of keeping
pace with technological evolution while upholding prudential safeguards, transparency,
and consumer protection. Taken together, this conceptual model demonstrates that digital
financial resilience is not solely a function of technology or regulation. Rather, it is the
outcome of a synergistic interaction among three key domains: the socioeconomic
capabilities of citizens and institutions, the reliability of digital infrastructures, and the
coherence of collaborative governance structures. By placing people and communities at
the center—as both users and drivers of the digital financial ecosystem—the model
affirms that the construction of a resilient digital financial system must begin with a
human-centered approach.

3. Research Methods

This study adopts a descriptive-qualitative approach aimed at exploring,
understanding, and mapping the relationship between digital technological innovations—
namely FinTech, Artificial Intelligence (AI), and Central Bank Digital Currency
(CBDC)—and financial system resilience and macroprudential stability in developing
countries, with a particular focus on Indonesia. This approach enables an in-depth
examination of the social, institutional, and policy processes that shape national responses
to digital disruption in the financial sector.

3.1 Research Design

The research follows an exploratory qualitative design, intended to explain complex
phenomena through policy analysis, interpretation of institutional documents, and the
contextual understanding of relevant socioeconomic dynamics. Rather than testing
hypotheses in a quantitative format, the study seeks to develop conceptual insights and
analytical frameworks grounded in real-world practices and policies.

A comparative case study method is also employed, with Indonesia serving as the
primary case. Other countries—such as Brazil, India, Kenya, and China—are used as
reference points to enrich the analytical framework, identify relevant patterns, and extract
policy lessons that may be adapted to the Indonesian context.

3.2 Data Sources
This study relies on secondary data obtained from credible institutional, academic,
and policy-based sources. The main data sources include:

o Official reports from international organizations such as the IMF, World Bank,
OECD, BIS, and FSB, especially those focusing on financial resilience, the
digitalization of financial systems, and the regulation of FinTech and CBDC:s;

o National documents, including the Financial Services Sector Master Plan (OJK
2021-2025), Bank Indonesia’s Project Garuda documentation, and World Bank
reports on digital inclusion in Indonesia;

o Academic research and working papers from reputable scholarly journals addressing
topics such as FinTech, algorithmic risk, digital payment systems, and digital
financial governance;
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o Case studies of countries that have implemented similar innovations (e.g., UPI in
India, Pix in Brazil, M-Pesa in Kenya, and e-CNY in China) as comparative
benchmarks for institutional and regulatory practices.

3.3 Analytical Techniques
The data are analyzed using a combination of three main techniques:

1. Policy Mapping: This technique involves mapping the policies enacted by financial
authorities in Indonesia and other countries to respond to digital finance challenges.
It is used to trace regulatory structures, institutional actors, and inter-agency
coordination dynamics.

2. Comparative Benchmarking: This method compares Indonesia’s regulatory
achievements and practices against those of peer countries to identify strengths,
policy gaps, and areas for improvement. The benchmarking focuses on indicators
such as digital financial inclusion, systemic stability, and technological infrastructure
readiness.

3. Thematic Synthesis: This qualitative synthesis of various literature sources and
institutional reports is used to construct a conceptual narrative and interpretive
framework for digital financial resilience architecture. The analysis integrates
concepts from multiple disciplines, including digital economics, public governance,
and macroprudential policy.

3.4 Validity and Limitations

As a literature-based study grounded in secondary data, the validity of the findings
depends on the credibility of sources and the consistency of cross-case analysis. To ensure
reliability, only academically and institutionally verified sources are included.
Nonetheless, several limitations remain:

o The absence of direct interviews or field observations;

» Reliance on written data available at a specific point in time;

o Limited access to internal documents from Indonesian policy institutions that may
contain richer substantive insights.

Despite these constraints, the methodology allows for a comprehensive exploration
of the relationship between digital innovation and systemic stability, both nationally and
globally. It also provides a policy-relevant analytical framework that can inform medium-
and long-term regulatory strategies.

4. RESULTS AND DISCUSSION

This section integrates the analysis of Indonesia’s digital financial landscape,
emphasizing how FinTech, Al, and CBDC interact to shape national financial system
resilience. Drawing on policy case studies such as QRIS, Project Garuda, and OJK’s
regulatory sandbox, the discussion highlights key strengths, institutional and regulatory
challenges, and existing policy gaps that influence the effectiveness of digital
transformation. Moreover, this section explores how digital instruments function as
strategic tools for maintaining systemic stability, and why a principle-based and adaptive
governance framework is imperative in an era of increasing digital complexity.
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4.1 Indonesia’s Digital Financial Landscape

Indonesia’s digital financial transformation has undergone significant acceleration
over the past decade. The implementation of the Quick Response Indonesian Standard
(QRIS), the Central Bank Digital Currency (CBDC) initiative under Project Garuda, and
the strengthening of digital banking represent three primary pillars in the modernization
of the national payment system. Since its launch in 2019, QRIS has enabled
harmonization across digital payment ecosystems involving both banks and FinTech
providers, with widespread adoption extending to micro, small, and medium enterprises
(MSMESs) and rural areas. Bank Indonesia has expanded its scope through cross-border
collaborations with Thailand, Malaysia, and Singapore, and by developing the National
Standard for Open Payment APIs (SNAP), a digital infrastructure designed to promote
seamless integration between banking and FinTech sectors.

Concurrently, Project Garuda has emerged as a strategic initiative by Bank
Indonesia to design and implement the Rupiah Digital. The initial phase focuses on a
wholesale CBDC model for interbank fund issuance and transfer, with the long-term goal
of transitioning toward a unified end-state integrating both wholesale and retail segments
into a comprehensive digital ecosystem. The architectural design of the Rupiah Digital is
grounded in the principles of coexistence with physical currency, systemic security, and
both domestic and cross-border interoperability, positioning it as a new instrument to
enhance monetary policy transmission and the stability of the payment system.

Regulatory frameworks also play a central role in shaping Indonesia’s digital
financial landscape. Since 2018, the Financial Services Authority (OJK) has introduced
a regulatory sandbox to facilitate innovation in FinTech startups by allowing them to test
products and business models under limited yet adaptive oversight. This “test-and-learn”
strategy parallels similar approaches adopted in the UK and Singapore. The sandbox has
incubated innovations such as peer-to-peer lending, robo-advisory, and insurtech, while
ensuring they remain within OJK’s regulatory orbit. However, rapid technological
adoption has introduced new risks, such as the emergence of deepfake-enabled financial
fraud, and has underscored the need for regulatory updates in areas such as RegTech and
SupTech.

Despite commendable progress, institutional challenges persist. One notable issue
is the lack of inter-agency coordination in supervising digital-native entities that often
operate beyond the reach of traditional oversight frameworks. The World Bank (2021)
has highlighted how overlapping mandates among government bodies—such as the
Ministry of Communication and Information (Kemenkominfo), the National
Development Planning Agency (Bappenas), and OJK—have resulted in fragmented
policymaking, duplicated digital infrastructure, and inefficiencies in delivering digital
financial services. For instance, the Ministry for Administrative and Bureaucratic Reform
(MenPAN-RB) is required to coordinate with multiple directorates within Bappenas
simply to develop a coherent national data architecture.

Additional barriers stem from low levels of digital financial literacy, uneven
internet penetration in underdeveloped (3T) regions, and weak data protection measures.
The OECD (2024) has pointed out that digital technology adoption remains highly uneven
between formal and informal sectors, as well as between urban and rural areas. While
FinTechs are well-positioned to reach digital-native users, they often fail to include
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marginalized populations such as informal workers, the elderly, and micro-entrepreneurs
who lack adequate access to infrastructure or basic digital literacy.

Overall, Indonesia exhibits the potential to emerge as a hybrid model, combining
proactive state-led innovation with inclusive private sector participation. However, to
build a robust digital financial resilience framework, it is essential to strengthen system
interoperability, promote cross-sector adaptive supervision, and establish a
comprehensive, principle-based data governance architecture anchored in transparency
and accountability.

4.2 FinTech, Al, and CBDC as Strategic Instruments for Stability

The evolution of digital technologies in the financial sector has surpassed their
conventional role as enablers of efficiency and inclusion. Today, Financial Technology
(FinTech), Artificial Intelligence (Al), and Central Bank Digital Currency (CBDC) have
transformed into strategic policy instruments—tools employed by states to uphold
financial system stability, enhance monetary policy effectiveness, and build resilience
against systemic shocks. These three elements are not merely technological innovations;
they represent a new class of public instruments that demand adaptive, responsive, and
coordinated governance.

1. FinTech: A Double-Edged Sword of Innovation and Systemic Risk

FinTech has revolutionized how individuals and businesses interact with financial
systems by offering faster, cheaper, and more accessible services, especially through
remote and mobile channels. In Indonesia, the adoption of FinTech spans across payment
services, digital lending, robo-advisory platforms, and digital insurance. The World Bank
(2021) notes that FinTech has contributed significantly to financial inclusion, particularly
in frontier and remote regions (3T areas), by reaching populations underserved by
traditional banking.

However, the rapid success of FinTech also presents multiple systemic challenges.
Society’s growing dependence on digital platforms raises concerns about information
asymmetry, algorithmic failures, and the emergence of shadow banking structures
operating outside formal supervision. From a macroprudential perspective, FinTech may
exacerbate procyclicality in the financial system, accelerating credit cycles without the
buffer of bank intermediation. The OECD (2024) also emphasizes that digital innovation
may amplify market volatility transmission—especially when data processing,
algorithmic logic, and credit rating mechanisms are opaque to supervisory authorities.

While OJK’s regulatory sandbox offers a healthy space for experimentation,
Hudaefi (2025) argues for the urgent need to strengthen ethical frameworks and
algorithmic risk oversight in future regulatory strategies. Without integrated
mechanisms—such as harmonized sandboxes, routine reporting, and interoperable
supervision among OJK, Bank Indonesia, and the Ministry of Communication and
Informatics (Kominfo)—the non-bank sector may become a breeding ground for future
systemic contagion.
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2. Artificial Intelligence (Al): Real-Time Risk Detection and Adaptive Response

Al is a transformational technology that introduces new layers of capability in
detecting systemic risks through predictive analytics, machine learning, and automated
decision-making. In the context of financial stability, Al has been leveraged for anti-
money laundering (AML) detection, aggregate credit risk monitoring, and the
construction of risk profiles for macroprudential policy interventions.

According to the OECD (2025), Al is already being deployed across various
advanced economies to enhance the performance of social protection and financial
systems, increase efficiency, reduce operational costs, and minimize human error.
Nonetheless, Al also introduces serious governance challenges: algorithmic bias, black-
box decision-making, and violations of fairness and accountability principles. These
concerns are particularly relevant in Indonesia, where the use of Al in both public and
financial sectors remains underdeveloped in terms of ethical oversight.

The future stability of Indonesia’s digital financial ecosystem will increasingly
depend on the ability of institutions such as Bank Indonesia and OJK to integrate Al-
based SupTech (supervisory technology) and RegTech (regulatory technology). A failure
to grasp the mechanics and data foundations underpinning Al systems could leave
regulators in a reactive, rather than proactive, position in the face of emerging systemic
risks.

3. CBDC: Expanding Instruments for Stability and Monetary Policy Effectiveness

The Central Bank Digital Currency (CBDC), particularly the wholesale and retail
models developed by Bank Indonesia through Project Garuda, holds the potential to
become a new pillar in the architecture of financial system stability. In the current
immediate phase of testing, the Wholesale Digital Rupiah is intended for interbank
settlement, enabling faster clearing, reducing gridlock risk, and lowering the operational
costs of the national payment system (Bank Indonesia, 2023).

CBDCs offer central banks new flexibility to overcome the constraints of
conventional tools, such as the zero lower bound, particularly through mechanisms like
negative interest rates (Hua et al., 2025). In a DSGE simulation conducted by Qiuling
Hua, CBDCs with negative interest rates were found to enhance the transmission of both
quantitative and price-based monetary policies and to accelerate policy responses to
macroeconomic shocks.

Moreover, retail CBDCs enable more effective fiscal policy implementation,
particularly through direct transfer schemes—such as digital cash transfers to vulnerable
households during periods of crisis. An IMF study (2023) confirms that CBDCs can
broaden access to the formal financial system, generate digital footprints, and open new
possibilities for microdata-based macroeconomic surveillance.

However, CBDCs also pose significant risks, including disintermediation of
commercial banks, data privacy concerns, and the possibility of a flight to safety during
banking sector liquidity crises. Therefore, the architecture of Indonesia’s CBDC—both
in terms of its DLT-based technology, Proof-of-Authority (PoA) consensus mechanism,
and business model-—must be carefully integrated with existing payment infrastructures
such as BI-FAST and QRIS, to ensure coexistence and support a stable and interoperable
financial ecosystem (Bank Indonesia, 2022).
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4. Toward an Integrated Digital Resilience Framework

Collectively, FinTech, Al, and CBDC have expanded the toolbox for ensuring
systemic stability. However, their effectiveness depends on being embedded within a
coordinated data governance ecosystem based on principles of institutional
interoperability, algorithmic accountability, and an adaptive macroprudential oversight
framework.

Indonesia requires a national digital financial resilience strategy that aligns the
OJK’s sandbox initiatives, the development of Al-based SupTech by Bank Indonesia, and
legal reforms to the Electronic Information and Transactions Law (UU ITE) and the
Personal Data Protection Bill (RUU PDP). Policy fragmentation and misaligned
institutional priorities must be addressed to avoid resource inefficiencies, redundant
infrastructure, and contradictory regulatory outcomes.

As outlined in the IMF’s Global Financial Stability Report (2025), the future of
financial resilience hinges on three key pillars: the digital capabilities of central banks,
cross-sector regulatory coordination, and public trust in autonomous, data-driven
systems. In this regard, Indonesia must position FinTech, Al, and CBDC not merely as
reactive responses to technological trends, but as core components of a long-term strategic
policy for safeguarding the integrity and stability of the national financial system.

4.3 Toward Principle-Based and Adaptive Governance

The accelerating digital transformation in the financial sector has increasingly
challenged conventional rule-based regulatory approaches. Financial Technology
(FinTech), Artificial Intelligence (Al), and Central Bank Digital Currencies (CBDCs)
introduce new layers of complexity that cannot be effectively governed through linear or
static frameworks. This evolution underscores the urgent need to design a principle-based
and adaptive governance model—a framework capable of balancing the imperatives of
innovation with systemic stability, and fostering both experimental freedom and public
accountability.

1. The Limitations of Rule-Based Models in the Digital Era
Traditional financial regulation is often anchored in clearly defined, prescriptive,
and rigid rules. While this rule-based model offers legal certainty, it frequently fails to
respond adequately to the rapid, experimental, and disruptive nature of technological
innovation. In the context of digital finance, rule-based approaches struggle to address:
e The emergence of new business models (e.g., decentralized finance/DeFi);
e The convergence of technology and financial services (e.g., BigTech financial
platforms); and
o The proliferation of entities operating outside formal regulatory perimeters (e.g.,
shadow platforms).
For instance, the regulatory lag in Indonesia concerning peer-to-peer lending and
crypto-assets resulted in uncontrolled growth phases, followed by widespread platform
closures, fraud incidents, and systemic consumer risks (World Bank, 2021).
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2. Principles of Adaptive Governance

In this context, principle-based regulation is increasingly viewed as more
appropriate. Rather than prescribing detailed technical procedures, it focuses on the core
values and objectives of regulation—such as system integrity, consumer protection,
transparency, and systemic stability. Key governance principles under this framework
include:

o Proportionality: Regulations should be calibrated according to the scale and
complexity of the entity or technology in question.

e Responsiveness: Regulatory frameworks must evolve in tandem with emerging
business models and shifting market dynamics.

o Technology-Neutrality: Regulations should not favor specific technologies, but
rather focus on risk implications and governance mechanisms.

e Accountability and Transparency: All digital entities, especially those using
autonomous technologies (e.g., Al), must be held accountable.

e Collaborative Supervision: Inter-agency cooperation is essential given the
convergent nature of digital financial services.

The OECD (2025) stresses the importance of technology governance that is not
only technically agile but also ethically and institutionally grounded. This includes
strengthening regulators’ analytical capacity, establishing digital ethics committees, and
designing regulatory feedback loops that accelerate policy learning and iteration.

3. Sandboxing, RegTech, and Dynamic Oversight

The development of a regulatory sandbox by Indonesia’s Financial Services
Authority (OJK) marks a crucial step toward adaptive governance. Sandboxes offer
controlled environments for innovators to test new technologies under limited but
structured supervision. Moving forward, however, sandboxes must evolve into a dynamic
oversight system that incorporates:

» Real-time supervisory reporting and data-driven oversight;

o Integration with RegTech and SupTech tools;

o The ability of regulatory bodies to issue modular and time-bound regulations as
needed.

This dynamic approach is relevant not only for FinTech but also for Al-driven
innovation in the financial sector—where algorithmic bias, opacity, and autonomy
demand comprehensive and iterative oversight. Bank Indonesia has already adopted
distributed ledger technology (DLT) and smart contract concepts in the design of Project
Garuda. Yet, the major challenge lies in integrating these innovations with the national
legal system and external oversight mechanisms.

To ensure that governance is not only adaptive but also democratic and inclusive,
judicial systems, independent regulatory bodies, and civil society participation must be
strengthened. These institutions play a critical role in safeguarding transparency, equity,
and public trust in an increasingly digital financial ecosystem.

4. Data Governance and Cross-Sectoral Coordination

A fundamental weakness in Indonesia’s digital financial governance lies in the
sectoral nature of institutional coordination. The fragmentation of mandates among Bank
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Indonesia, the Financial Services Authority (OJK), the Ministry of Communication and
Information Technology (Kominfo), and other relevant agencies has resulted in policy
duplication, overlapping authorities, and inefficiencies in implementation. At present,
there is no integrated national data governance architecture capable of enabling holistic
supervision of the digital financial sector.

The World Bank (2021) emphasizes the need for a coordinated institutional
architecture that integrates prudential oversight, consumer protection, cybersecurity risk
management, and cross-jurisdictional data policy. Such an approach could be
operationalized through:

e The establishment of a National Digital Financial Ecosystem Committee;

e The development of an inter-agency regulatory protocol;

e The creation of a digital regulatory mapping framework and a shared data registry
as common infrastructure.

Without reforms toward cross-sectoral governance, digital risks in Indonesia will
remain fragmented and difficult to manage at a systemic level.

5. Toward a Resilient Digital Governance Paradigm

The implementation of principle-based and adaptive governance is not only about
regulatory flexibility—it is fundamentally about building a resilient digital financial
system. Future governance must be able to:

e Anticipate and respond to technological disruptions;
e Adapt to changing market preferences and the emergence of new actors;
« Balance innovation, stability, and digital equity.

Through this approach, Indonesia can evolve from being merely a user of digital
financial technologies to becoming a regional and global leader in crafting progressive
and trustworthy regulatory ecosystems.

Taken as a whole, the discussion in Chapter 4 demonstrates that while Indonesia
has made significant strides in building digital financial infrastructure and ecosystems—
through QRIS, Project Garuda, and OJK’s regulatory sandbox—structural and
institutional challenges remain substantial. FinTech, Al, and CBDC have proven to be
strategic instruments for strengthening financial system resilience, but their effectiveness
is highly dependent on adaptive, collaborative, and principle-based governance.

Regulatory fragmentation, coordination gaps, and the absence of a robust national
data architecture may undermine digital resilience amid the accelerating pace of
innovation. Therefore, a more integrated and responsive governance approach is
needed—one in which technological innovation is not merely managed for market
efficiency but strategically aligned with systemic stability and long-term financial
sovereignty.

The next chapter summarizes the key findings and offers policy recommendations
to strengthen Indonesia’s digital financial resilience in the face of ongoing technological
transformation.
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5. CONCLUSION AND SUGGESTION

5.1 Conclusion

The digital transformation of financial systems has created both strategic
opportunities and structural challenges for developing countries such as Indonesia.
Financial Technology (FinTech), Artificial Intelligence (Al), and Central Bank Digital
Currency (CBDC) have emerged as disruptive forces that not only redefine financial
services but also compel a reconstruction of macroprudential stability frameworks and
national financial system resilience.

This study underscores that while FinTech has significantly contributed to financial
inclusion and accelerated innovation, it also amplifies the risk of overexposure to under-
regulated non-bank actors. Al offers promising tools for building predictive, responsive,
and cost-effective supervisory systems, yet it carries inherent algorithmic risks such as
bias, opacity, and ethical gaps. CBDC—as developed under Bank Indonesia’s Project
Garuda—introduces a new pathway for monetary policy transmission and payment
system control, albeit with accompanying risks of disintermediation, privacy concerns,
and technological governance challenges.

Three key insights emerge from this study. First, the necessity of principle-based
and adaptive governance approaches in managing systemic digital risks. Second, the
urgent need for structured and sustained cross-sectoral institutional coordination.
Third, the importance of building a resilient digital financial ecosystem through the
integration of technology, consumer protection, and public trust.

Indonesia stands at a strategic crossroads. It can either become a pioneer among
emerging economies in integrating digital innovation with systemic stability or risk
falling behind if it fails to construct a progressive and coherent governance architecture.

5.2 Policy Suggestion
Based on the findings and analysis of this study, the following policy directions are
recommended to strengthen digital resilience and financial stability in Indonesia and other
developing countries:
1. Formulate a National Digital Financial Resilience Strategy.
The government and financial authorities should develop a national strategy that
integrates FinTech, Al, and CBDC within a macroprudential policy framework. This
strategy should include a digital innovation roadmap, a technology ethics framework,
and a Digital Financial Contingency Protocol.
2. Develop a Principle-Based and Adaptive Governance Architecture.
Prescriptive and static regulations are no longer sufficient. A flexible, principle-
based, and data-driven regulatory approach is needed. OJK and Bank Indonesia
should scale up sandbox programs into regulatory innovation hubs and adopt
continuous learning mechanisms through a test-learn—scale approach.
3. Strengthen Cross-Institutional Coordination.
A National Committee for Digital Finance and Systemic Stability should be
established, involving BI, OJK, Kominfo, BSSN, the Ministry of Finance, and
Bappenas. This body would align policies on data, consumer protection, digital
infrastructure, and technology-enabled macroprudential supervision.
4. Expand SupTech and RegTech Infrastructure.
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Central banks and financial regulators must build Al-enabled, real-time supervisory
capabilities. This includes the development of SupTech dashboards, automated risk
report processing, and big data analytics for monitoring non-bank sectors and cross-
platform activity.

5. Design CBDCs Based on Coexistence, Interoperability, and Transparency.
CBDC architecture should guarantee coexistence with physical cash and existing
payment systems, prevent bank disintermediation, and ensure algorithmic
transparency in distribution mechanisms. Project Garuda should be positioned as a
regional reference model for hybrid wholesale—retail CBDC design.

6. Build a Responsible Data and Al Ecosystem.
An ethical and governance framework for Al in finance is urgently needed—
covering algorithmic accountability, explainability, and protection from systemic
bias. Data privacy laws and reporting system interoperability must be guaranteed
through legislation and technical standardization.

7. Expand Digital Literacy and Social Readiness.
Digital resilience is not built by technology and regulation alone but also by social
preparedness. Expanding digital and data literacy, along with public awareness of
digital rights, is crucial to fostering trust in an increasingly autonomous and complex
financial system.

Final Note

Through a principle-based approach, institutional synergy, and investment in
technological infrastructure and human capacity, Indonesia can navigate the digital
transformation of its financial sector toward a future that is not only innovative, but also
stable, inclusive, and economically sovereign. The policy decisions made today will
determine the resilience of our financial systems against the disruptions of tomorrow.
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